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**ISO 27001:2022**

The owner of this document is [**Company**]. Only those who have been allowed may make changes or edits. When the holder departs from the [**Company**] or no longer needs the document, they are required to return it.

**List of Documents**

# ISO 27001:2022 Package - Included Documents

This document outlines the comprehensive list of procedures, records, forms, manuals, policies, and plans included in the ISO 27001:2022 Package. These resources are designed to ensure compliance with information security standards and facilitate the implementation of a robust ISMS.

## Package Features

- Full lifetime access

- Access on a laptop, desktop, and mobile

- Certificate of completion

## Procedures

|  |  |
| --- | --- |
| No. | Procedure Name |
| 1 | Procedure for identifying internal and external issues |
| 2 | Stakeholder requirements identification process |
| 3 | Procedure for defining and reviewing ISMS scope |
| 4 | Information security policy development and review process |
| 5 | Roles, responsibilities, and authority assignment procedure |
| 6 | Procedure for management review |
| 7 | Risk assessment methodology |
| 8 | Risk treatment plan development process |
| 9 | Planning and monitoring of ISMS objectives |
| 10 | Process for addressing risks and opportunities |
| 11 | Competence assessment and training procedure |
| 12 | Awareness and communication management procedure |
| 13 | Document and record control procedure |
| 14 | Procedure for operational planning and control |
| 15 | Information asset management procedure |
| 16 | Risk assessment and risk treatment implementation procedure |
| 17 | Incident response and management procedure |
| 18 | Internal audit procedure |
| 19 | Monitoring, measurement, and evaluation procedure |
| 20 | Nonconformity and corrective action procedure |
| 21 | Continual improvement process |

## Records and Forms

|  |  |
| --- | --- |
| No. | Record/Form Name |
| 1 | Register of internal and external issues |
| 2 | Stakeholder needs and expectations register |
| 3 | Roles and responsibilities matrix |
| 4 | Management review meeting records |
| 5 | Internal audit plan and checklist |
| 6 | Audit findings and corrective actions log |
| 7 | Records of ISMS-related communications |
| 8 | Document control register |
| 9 | Information asset inventory |
| 10 | Records of operational activities and controls |
| 11 | Incident response log |
| 12 | Nonconformity and corrective action log |
| 13 | Access Control Request Form |
| 14 | Asset Inventory Record |
| 15 | Change Request Form |
| 16 | Cryptographic Key Management Record |
| 17 | Incident Report Form |
| 18 | Information Security Risk Register |
| 19 | Internal Audit Report |
| 20 | Management Review Minutes |
| 21 | Monitoring and Measurement Results Record |
| 22 | Nonconformance Report Form |
| 23 | Risk Assessment Report |
| 24 | Risk Treatment Plan |
| 25 | Security Awareness Training Record |
| 26 | Supplier Evaluation Record |
| 27 | Vulnerability Scan Report |

## Quality Manual

|  |  |
| --- | --- |
| No. | Document Name |
| 1 | Documented ISMS Scope Statement |
| 2 | ISO 27001 Information Security Management System (ISMS) Manual |
| 3 | Information Security Policy |

## Plans

|  |  |
| --- | --- |
| No. | Plan Name |
| 1 | Risk treatment plan |
| 2 | Documented ISMS objectives |
| 3 | Action plan to address risks and opportunities |
| 4 | Competency matrix and training records |
| 5 | Awareness and communication plan |
| 6 | Monitoring and measurement reports |
| 7 | Continual improvement plan and records |
| 8 | Business Continuity Plan |
| 9 | Disaster Recovery Plan |

## Other Documents

|  |  |
| --- | --- |
| No. | Document Name |
| 1 | Information Security Risk Assessment Methodology |
| 2 | Statement of Applicability (SoA) |
| 3 | Information Security Objectives and Metrics |

## Access Control - Security Procedures

|  |  |
| --- | --- |
| No. | Procedure Name |
| 1 | Access Control Procedure |
| 2 | Asset Management Procedure |
| 3 | Change Management Procedure |
| 4 | Communication Security Procedure |
| 5 | Compliance Management Procedure |
| 6 | Cryptographic Control Procedure |
| 7 | Human Resources Security Procedure |
| 8 | Information Security Continuity Procedure |
| 9 | Information Security Objectives Procedure |
| 10 | Information Transfer Procedure |
| 11 | Operations Security Procedure |
| 12 | Physical and Environmental Security Procedure |
| 13 | Security in Supplier Relationships Procedure |
| 14 | System Acquisition, Development, and Maintenance Procedure |
| 15 | Technical Vulnerability Management Procedure |
| 16 | Password Management Procedure |
| 17 | Backup and Restore Procedure |
| 18 | Patch Management Procedure |
| 19 | Network Security Management Procedure |
| 20 | User Access Management Procedure |
| 21 | Mobile Device Management Procedure |
| 22 | Data Classification and Handling Procedure |
| 23 | Business Continuity Planning Procedure |
| 24 | Disaster Recovery Planning Procedure |
| 25 | Third-Party Security Management Procedure |